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of the request and response should be
provided.

(3) The appropriate JAG attorney or
field counsel should be consulted on
the interpretation and application of
this instruction where a denial of a re-
quest is expected to be judicially chal-
lenged.

(j) Response to the requester. (1) Initial
determinations to release or deny a
record normally shall be made and the
decision reported to the requester
within 10 working days after receipt of
the request by the official designated
to respond. When the time for response
becomes an issue, the official respon-
sible for replying shall acknowledge to
the requester the date of the receipt of
the request.

(2) When a decision is made to release
a record, a copy should be made avail-
able promptly to the requester once he
or she has complied with preliminary
procedural requirements.

(3) When a request for a record is de-
nied in whole or in part, the official
designated to respond shall inform the
requester in writing of the IDA’s name,
rank, and title, shall cite the specific
exemption(s) that apply in sufficient
detail, and provide the requester with
the name and address of the appellate
authority, should the requester desire
to file an appeal. When claiming ex-
emption ‘‘(b)(1),’’ IDAs shall to the ex-
tent reasonably feasible, provide the
requester with a summary of the appli-
cable criteria for classification. Addi-
tionally, the marking ‘‘For Official Use
Only’’ on a requested document does
not constitute a basis for denial. Rath-
er, it alerts the reviewer that the docu-
ment may contain information which
is protectible under exemptions (b)(2)
through (b)(9). It is up to the reviewing
official to advise the requester of the
applicable exemptions and to release
all ‘‘reasonably segregable’’ informa-
tion.

(k) Fees. The final response to the re-
quester should contain information on
the fee status of the request. Gen-
erally, information shall reflect one or
more of the following conditions:

(1) ‘‘The fees for processing your re-
quest total $ . Please forward your
check or money order made payable to
the Treasurer of the United States to
this office within 30 days.’’ Subpart D

of this part addresses when fees may be
collected in advance of forwarding the
documents.

(2) All fees have been received.
(3) Fees have been waived because

they fall below the automatic fee waiv-
er threshold.

(4) A request for waiver/reduction of
fees has been denied.

(5) Fees have been waived or reduced
from a specified amount to another
specified amount because the rationale
provided in support of a request for
waiver has been accepted.

(6) Fees due in a specified amount
have not been received (see subpart D
of this part for specific information on
FOIA fees and fee rates for technical
data).

§ 701.8 Records requiring special han-
dling.

The following actions shall be taken
on requests for:

(a) Classified records. (1) If a naval ac-
tivity receives a request for informa-
tion whose existence or nonexistence is
itself classifiable under Executive
Order 12356, 50 U.S.C. 401, the naval ac-
tivity shall refuse to confirm or deny
the existence or nonexistence of the re-
quested information.

(2) If a naval activity receives a re-
quest for documents in its custody that
were classified by another agency, or
which contains information classified
by another agency, it shall refer the re-
quest and copies of the requested docu-
ments to the originating agency for
processing, and may, after consultation
with the originating agency inform the
requester of the referral. Referred
records shall be identified consistent
with security requirements. In cases
where the originating agency deter-
mines they can neither confirm nor
deny the existence or nonexistence of
the requested information, the refer-
ring agency shall deny the request.

(3) If a naval activity receives a re-
quest for classified records or informa-
tion originated by another naval activ-
ity, for which the head of the activity
is not the classifying authority under
OPNAV Instruction 5520.1 series, ‘‘De-
partment of the Navy Information and
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Personnel Security Program Regula-
tion,’’ the request, copies of the re-
quested documents, and a recommenda-
tion concerning release (if appropriate)
shall promptly be readdressed and for-
warded to the official having classifica-
tion authority for the subject matter.
That official will make a release deter-
mination concerning the classified in-
formation and notify the requester, or
the activity originally receiving the re-
quest, in 10 working days of that deter-
mination. The naval activity that ini-
tially received the request has respon-
sibility for notifying the requester of
the referral. Referred records shall
only be identified to the extent consist-
ent with security requirements.

(b) Naval Investigative Service (NIS)/
Naval Criminal Investigative Service
(NCIS) reports. The Director, Naval
Criminal Investigative Service, is the
release/denial authority for all NIS/
NCIS reports. Accordingly, a request
for a NIS/NCIS report shall be prompt-
ly readdressed to NCIS and the re-
quester notified of the referral. Direct
liaison with NCIS prior to the referral
is encouraged.

(c) Naval Inspector General reports. (1)
The Naval Inspector General
(NAVINSGEN) is the release/denial au-
thority for all investigations and in-
spections conducted by or at the direc-
tion of NAVINSGEN and for any
records held by any command that re-
late to Navy hotline complaints that
have been referred to the NAVINSGEN.
Accordingly, such requests shall be
promptly readdressed and forwarded to
NAVINSGEN and the requester noti-
fied of the referral. Requests for local
command Inspector General reports
which have not been referred to the
NAVINSGEN may be released by the
local command.

(2) The Deputy Naval Inspector Gen-
eral for Marine Corps Matters
(DNIGMC) is the release authority for
all investigations conducted by the
DNIGMC. Requests for local Marine
Corps command Inspector General re-
ports shall be coordinated with the
DNIGMC.

(d) Manual of the Judge Advocate Gen-
eral (JAGMAN) investigative reports and
courts-martial records. NJAG is the re-
lease/denial authority for all JAGMAN
investigative reports and courts-mar-

tial records. Requests for JAGMAN in-
vestigative reports and courts-martial
records shall be promptly readdressed
and forwarded to NJAG and the re-
quester notified of the referral.

(e) Mishap Investigation Reports
(MIRs). The Commander, Naval Safety
Center (COMNAVSAFECEN) is the re-
lease/denial authority for all requests
for mishap investigation reports. Re-
quests for mishap investigation reports
shall be promptly readdressed and for-
warded to COMNAVSAFECEN and the
requester notified of the referral.

(f) Naval Audit Service reports. The
Auditor General of the Navy is the re-
lease/denial authority for all Naval
Audit Service reports. Requests for
audit reports shall be promptly re-
addressed and forwarded to the Auditor
General and the requester notified of
the referral.

(g) Technical documents controlled by
distribution statements. A request for a
technical document to which ‘‘Dis-
tribution Statement B, C, D, E, F, or
X’’ (see OPNAVINST 5510.1 series) is af-
fixed shall be promptly readdressed and
forwarded to the ‘‘controlling DOD of-
fice’’ for review and release determina-
tion. The naval activity that initially
received the request is responsible for
notifying the requester of the referral.
Direct liaison with the cognizant offi-
cial prior to referral is encouraged.

(h) Records originated by other govern-
ment agencies. When a request for
records originated by an agency out-
side the Department of the Navy is re-
ceived, promptly readdress and forward
the request along with copies of the re-
quested documents to the cognizant
agency and notify the requester of the
referral. That may be accomplished by
sending a copy of the referral letter,
less attachments, to the requester. The
10 working day time limit begins when
the request is received by the cog-
nizant agency. If additional guidance is
required, contact CNO (N09B30) or CMC
(ARAD), as appropriate. Direct liaison
with the cognizant agency is encour-
aged to ensure expeditious handling of
the request.

(i) National Security Council (NSC)/
White House Documents. The Director,
NSC is the release/denial authority for
NSC documents or White House files.
Requesters seeking NSC or White
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House documents should be notified to
write directly to the NSC or White
House for such documents. Department
of the Navy documents in which NSC
or the White House has a concurrent
reviewing interest shall be forwarded
to the Office of the Assistant Secretary
of Defense (Public Affairs) (OASD(PA)),
ATTN: Directorate for Freedom of In-
formation and Security Review
(DFOISR), which shall effect coordina-
tion with the NSC or White House, and
return the documents to the originat-
ing activity after review and a release
determination is made. NSC or White
House documents discovered in a naval
activity’s files which are responsive to
a FOIA request shall be forwarded to
the Director, Freedom of Information
and Security Review, OASD(PA), for
subsequent coordination with the NSC
or White House and returned to the
naval activity for a release determina-
tion. Additionally, in such instances an
information copy should be provided to
CNO (N09B30).

(j) Naval Telecommunications Proce-
dures (NTP) publications. The Com-
mander, Naval Computer and Tele-
communications Command
(COMNAVCOMTELCOM) is the release/
denial authority for NTP publications.
Requests for NTP publications shall be
promptly readdressed and forwarded to
COMNAVCOMTELCOM and the re-
quester notified of the referral. Direct
liaison with COMNAVCOMTELCOM
prior to referral is encouraged.

(k) Naval Nuclear Propulsion Informa-
tion (NNPI). The Director, Naval Nu-
clear Propulsion Program (N00N/
NAVSEA 08) is the release/denial au-
thority for all information concerning
NNPI. Naval activities receiving such
requests are responsible for searching
their files for responsive records. If no
documents are located, the naval activ-
ity should respond to the requester and
provide N00N with a copy of the re-
quest and response. If documents are
located, the request, responsive
records, and a recommendation regard-
ing release should be promptly re-
addressed to the CNO (N00N/NAVSEA
08), who will ensure proper coordina-
tion and review.

(l) Medical quality assurance docu-
ments. The Chief, Bureau of Medicine
and Surgery (BUMED) is the release/de-

nial authority for all naval medical
quality assurance documents as defined
by Title 10, United States Code, Sec-
tion 1102. Requests for medical quality
assurance shall be promptly re-
addressed and forwarded to BUMED
and the requester notified of the refer-
ral.

(m) Records of a non-U.S. Government
source. (1) When a request is received
for a record that was obtained from a
non-U.S. Government source, or for a
record containing information clearly
identified as provided by a non-U.S.
Government source, the source of the
record or information (known as ‘‘the
submitter’’ for proprietary data under
FOIA exemption (b)(4)) shall be
promptly notified of the request and af-
forded reasonable time (e.g., 30 cal-
endar days) to present any objections
concerning release, unless it is clear
that there can be no valid basis for ob-
jection. That practice is required for
FOIA requests for data not deemed
clearly exempt from disclosure under
exemption (b)(4). If, for example, the
record or information was provided
with actual or presumptive knowledge
of the non-U.S. Government source and
established that it would be made
available to the public upon request,
there is no obligation to notify the
source. Any objections shall be evalu-
ated. The final decision to disclose in-
formation claimed to be exempt under
exemption (b)(4) shall be made by an
official equivalent in rank to the offi-
cial who would make the decision to
withhold that information under FOIA.
When a substantial issue has been
raised, the naval activity may seek ad-
ditional information from the source of
the information and afford the source
and requester reasonable opportunities
to present their arguments on legal
and substantive issues prior to making
an agency determination. When the
source advises he or she will seek a re-
straining order or take court action to
prevent release of the record or infor-
mation, the requester shall be notified
and action on the request normally
shall not be taken until after the out-
come of that court action is known.
When the requester brings court action
to compel disclosure, the submitter
shall be promptly notified of this ac-
tion.

VerDate 25<JUN>98 10:44 Aug 05, 1998 Jkt 179125 PO 00000 Frm 00046 Fmt 8010 Sfmt 8010 Y:\SGML\179125T.XXX pfrm03 PsN: 179125T



55

Department of the Navy, DoD § 701.8

(2) The coordination provisions of
this paragraph also apply to any non-
U.S. Government record in the posses-
sion and control of the Department of
the Navy from multinational organiza-
tions, such as the North Atlantic Trea-
ty Organization (NATO) and North
American Air Defense (NORAD), or for-
eign governments. Coordination with
foreign governments will be made
through the Department of State.

(n) Government Accounting Office
(GAO) documents. On occasion, the De-
partment of the Navy receives FOIA re-
quests for GAO documents containing
Department of the Navy information,
either directly from requesters, or as
referrals from the GAO. Since the GAO
is outside the Executive Branch and
therefore not subject to FOIA, all FOIA
requests for GAO documents contain-
ing Department of the Navy informa-
tion will be processed by the Depart-
ment of the Navy. In those instances
when a requester seeks a copy of an un-
classified GAO report, naval activities
may apprise the requester of its avail-
ability from the Director, GAO Dis-
tribution Center, ATTN: DHISF, P.O.
Box 6015, Gaithersburg, MD 20877-1450
under their cash sales program.

(o) Mailing lists. Frequent FOIA re-
quests are received for mailing lists of
the home addresses and/or duty station
addresses of naval personnel.

(1) A list of home addresses is not re-
leasable without the individuals’ con-
sent because it is a clearly unwar-
ranted invasion of the individuals’ per-
sonal privacy, and therefore, may be
withheld from disclosure under 5 U.S.C.
552(b)(6), see subpart B of this part.

(2) Unclassified information about
service members may be withheld when
disclosure ‘‘would constitute a clearly
unwarranted invasion of personal pri-
vacy’’ under FOIA (exemption (b)(6) ap-
plies). Disclosure of lists of names and
duty addresses or duty telephone num-
bers of members assigned to units that
are stationed in foreign territories,
routinely deployable, or sensitive, con-
stitutes a clearly unwarranted invasion
of personal privacy. Disclosure of such
information poses a security threat to
those service members because it re-
veals information about their degree of
involvement in military actions in sup-
port of national policy, the type of

naval unit to which they are attached,
and their presence or absence from
their households. Release of such infor-
mation aids the targeting of service
members and their families by terror-
ists or other persons opposed to imple-
mentation of national policy. Only an
extraordinary public interest in disclo-
sure of this information can outweigh
the need and responsibility of the Navy
to protect the tranquility and safety of
service members and their families
who repeatedly have been subjected to
harassment, threats, and physical in-
jury. Units covered by this policy are:

(i) Those units located outside the 50
states, District of Columbia, Common-
wealth of Puerto Rico, Guam, U.S. Vir-
gin Islands, and American Samoa.

(ii) Routinely deployable units.
Those units that normally deploy from
homeport or permanent station on a
periodic or rotating basis to meet oper-
ational requirements or participate in
scheduled exercises. This includes rou-
tinely deployable ships, aviation
squadrons, operational staffs, and all
units of the Fleet Marine Force (FMF).
Routinely deployable units do not in-
clude ships undergoing extensive yard
work or whose primary mission is sup-
port of training, e.g., yard craft and
auxiliary aircraft landing training
ships.

(iii) Units engaged in sensitive oper-
ations. Those units primarily involved
in training for or conduct of covert,
clandestine, or classified missions, in-
cluding units primarily involved in col-
lecting, handling, disposing, or storing
of classified information and materials.
This also includes units engaged in
training or advising foreign personnel.
Examples of units covered by this ex-
emption are nuclear power training fa-
cilities, SEAL Teams, Security Group
Commands, Weapons Stations, and
Communication Stations.

(3) Except as otherwise provided, lists
containing names and duty addresses
of DOD personnel, both military and ci-
vilian, who are assigned to units in the
Continental United States (CONUS)
and U.S. territories shall be released
regardless of who has initiated the re-
quest.

(4) Exceptions to this policy must be
coordinated with the CNO (N09B30) or
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CMC (ARAD) prior to responding to re-
quests, including those from Members
of Congress. The foregoing policy
should be considered when weighing
the releasability of the address or
phone number of a specifically named
individual.

[56 FR 66574, Dec. 24, 1991, as amended at 59
FR 29721, June 9, 1994]

§ 701.9 For Official Use Only (FOUO).
FOUO is a marking which is placed

on documents to alert the holder that
they contain information that may be
withheld under exemptions (b)(2)
through (b)(9) of the FOIA. Because
FOUO is not a security classification,
exemption (b)(1) does not apply.

(a) Prior FOUO application. The prior
application of FOUO is not a conclusive
basis for withholding a record re-
quested under FOIA. When such a
record is requested, it shall be evalu-
ated to determine whether FOIA ex-
emptions apply in withholding all or
portions of the record. Information
which is reasonably segregable and
does not fall under a FOIA exemp-
tion(s) must be released to the re-
quester.

(b) Historical papers. Records such as
notes, working papers, and drafts re-
tained as historical evidence of Depart-
ment of the Navy actions have no spe-
cial status apart from FOIA exemp-
tions.

(c) Time to mark records. The marking
of records at the time of their creation
provides notice of FOUO content and
facilitates review when a record is re-
quested under the FOIA. Records re-
quested under FOIA that do not bear
such markings, shall not be assumed to
be releasable without examination for
the presence of information that re-
quires continued protection and quali-
fies as exempt from public release.

(d) Distribution statement. Information
in a technical document that requires a
distribution statement under
OPNAVINST 5510.1 series, ‘‘Depart-
ment of the Navy Information and Per-
sonnel Security Program Regulation,’’
shall bear that statement and may be
marked FOUO, as appropriate.

(e) Location of markings. (1) An un-
classified document that contains
FOUO information shall have FOR OF-
FICIAL USE ONLY typed, stamped, or

printed in capital letters centered at
the bottom on the outside of the front
cover (if any), on each page containing
FOUO information, and on the outside
of the back cover (if any).

(2) An unclassified directive that con-
tains FOUO information shall have
FOR OFFICIAL USE ONLY typed,
stamped, or printed in capital letters
centered at the bottom on the outside
of the front cover (if any), on each page
of the directive top and bottom, and on
the outside of the back cover (if any).

(3) Within a classified document, an
individual page that contains both
FOUO and classified information shall
be marked at the top and bottom with
the highest security classification of
information appearing on the page.

(4) Within a classified or unclassified
document, an individual page that con-
tains FOUO information, but does not
contain classified information, shall
have FOR OFFICIAL USE ONLY typed,
stamped, or printed in capital letters
centered at the top and bottom edge of
the page.

(5) Other records, such as photo-
graphs, films, cassette tapes, movies,
or slides, shall be marked FOR OFFI-
CIAL USE ONLY so that a recipient or
viewer knows the status of the infor-
mation.

(6) Unclassified automatic data proc-
essing (ADP) media with FOUO infor-
mation shall be marked as follows:

(i) An unclassified deck of punched or
aperture cards with FOUO information
shall be marked as a single document
with FOR OFFICIAL USE ONLY
marked on the face of the first and last
card, and on the top of the deck.

(ii) An unclassified magnetic tape,
cassette, or disk pack that contains
FOUO information shall have FOR OF-
FICIAL USE ONLY marked externally
on a removable label. The resulting
hard copy report or computer printout
shall reflect the FOR OFFICIAL USE
ONLY marking on the top and bottom
of each page. It may be accomplished
by using a programmable header or
marking the hard copy manually.

(7) FOUO material transmitted out-
side the Department of the Navy re-
quires an expanded marking to explain
the significance of the FOUO marking.
This may be accomplished by typing or
stamping the following statement on
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